[image: image1.png]


[image: image1.png]Arun Sunshine Group For Adults with Learning Disabilities

Registered Charty: 1114803


About the Data Protection Act (UK) Policy
The Data Protection Act 2018, alongside the UK General Data Protection Regulation (UK GDPR), governs how personal data is collected, used, stored, and shared in the UK.
Key Principles:
Organisations must ensure personal data is:

1. Used fairly, lawfully, and transparently

2. Collected for specific, legitimate purposes

3. Adequate, relevant, and limited to what’s necessary

4. Accurate and kept up to date

5. Kept only as long as necessary

6. Handled securely, including protection against loss or unauthorised access

You must also be accountable—able to demonstrate compliance with these principles.

 Data Protection Policy Template

1. Purpose

This policy outlines how [Your Organisation Name] protects the personal data of members, staff, volunteers, supporters, and others in line with the Data Protection Act 2018 and UK GDPR.

2. Scope

This policy applies to:

· All staff (paid and unpaid)

· Trustees or board members

· Volunteers

· Contractors or anyone handling personal data on behalf of the organisation

3. What is Personal Data?

Personal data is any information that can identify a living individual, such as:

· Name, address, email, phone number

· Health information

· Consent to use photographs or videos authorised by holder of aauthorisation for individual members
4. How We Use Personal Data

We may collect and use personal data to:

· Communicate with members or service users

· Process event registrations or donations

· Keep records of participation and attendance

· Hold information for health & safety purposes only
· Safeguard participants (where necessary)
· Only use images with explicit consent or holder of authorisation for individual members
5. Legal Basis for Processing

We will only collect and use personal data when we have a lawful reason, such as:

· Consent (e.g. signing up to a mailing list)

· Legitimate interests (e.g. managing volunteers or evaluating services)

6. Data Security

We are committed to keeping personal data safe by:

· Using password-protected systems

· Restricting access to authorised individuals only

· Avoiding unnecessary paper records

· Securely disposing of data we no longer need

7. Data Sharing

We do not share personal data with third parties unless:

· Required by law

· Explicit consent has been given

· It is necessary to deliver our services (e.g. sharing emergency contacts with staff)

8. Retention of Data

Personal data is kept only as long as necessary for our work. Retention periods are regularly reviewed. For example:

· Event sign-up sheets: Until activity completed
· Financial records: 7 years

· Volunteer forms: 1 year after leaving

9. Rights of Individuals

All individuals have the right to:

· Access the data we hold about them

· Correct inaccurate data

· Request deletion of their data

· Object to certain uses of their data

· Withdraw consent at any time

Requests can be made by contacting:
📧kim @arunsunshinegroup.org.uk
📞 07958 777027
10. Breach Reporting

Any suspected data breach must be reported immediately to the designated Data Protection Officer or responsible person. Serious breaches will be reported to the ICO (Information Commissioner's Office) within 72 hours, where required.

11. Policy Review

This policy will be reviewed annually or in response to changes in legislation or best practice.
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