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 Anti-Fraud Policy

1. Purpose

The purpose of this policy is to:

· Prevent, detect, and respond to all forms of fraud, theft, bribery, and corruption.

· Promote a culture of integrity, transparency, and accountability across the organization.

· Protect organizational resources, staff, service users, and stakeholders from financial loss and reputational damage.

2. Scope

This policy applies to:

· All employees, managers, volunteers, contractors, and third-party providers.

· All financial activities, including petty cash, procurement, payroll, expenses, and grants.

Fraud may involve:

· Falsifying documents (invoices, receipts, timesheets)

· Theft or misuse of funds, assets, or confidential information

· Collusion or bribery with suppliers or external parties

· Misrepresentation or concealment of facts for personal gain
3. Definitions

· Fraud: Dishonest or illegal activity to secure unfair or unlawful gain.

· Theft: Unauthorized taking or use of property belonging to the organization or others.

· Bribery: Offering, giving, receiving, or soliciting something of value to influence a decision or action.
4. Responsibilities

	Role
	Responsibility

	All Staff & Volunteers
	Remain vigilant, report suspicious behaviour, and comply with internal controls.

	Project Leader
	Monitor team activities, implement financial controls, and support investigations.

	Treasurer
	Maintain secure financial systems and ensure accuracy in transactions.

	Board
	Promote a zero-tolerance culture and act decisively on reported fraud.

	Chair
	Provide oversight and ensure proper governance.


5. Prevention & Detection

To minimise the risk of fraud, the organization will:

· 2 independent signatories to control bank accounts

· Maintain robust financial procedures (e.g., segregation of duties, dual signatories).
· Accounts both bank and petty cash are reviewed annually
· Conduct regular internal audits and spot checks.

· Provide staff training on fraud awareness.

· Require declarations of interest and conflict-of-interest management.

6. Reporting Suspected Fraud

· Suspected fraud should be reported immediately to a line manager, finance lead, or designated safeguarding officer.

· Reports may also be made confidentially to a Whistleblowing contact or hotline (if applicable).

· All allegations will be investigated fairly, discreetly, and promptly.

· The organization will cooperate with external authorities (e.g., police, auditors) as required.

7. Investigation & Disciplinary Action

· An internal investigation will be conducted by authorized personnel or external auditors.

· Proven fraud may result in:

· Disciplinary action (up to dismissal)

· Police referral

· Civil action to recover losses

· Staff falsely or maliciously reporting fraud may also face disciplinary measures.

8. Monitoring & Review

This policy will be reviewed annually or following any reported incident. Updates will be communicated to all relevant stakeholders.

Commitment
The organization is committed to operating with honesty, transparency, and accountability, and has zero tolerance for fraud in any form.

This policy will be reviewed annually, or sooner if required by changes in law or best practice.

9. Approval

Date Approved: 3rd August 2025
Next Review Date: July 2027
Signed by: Board
Version 0.1
Updated: July 2025


